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Updated QualityNet (QNET) Vulnerability Remediation Guide  
The QualityNet (QNET) Vulnerability Remediation Guide has been updated and added to the QualityNet 
Security Confluence space → System Vulnerability & Compliance Management Confluence page.       
 
The purpose of this document is to provide guidance to ensure that QualityNet vulnerabilities are 
remediated within the required Service Level Agreement (SLA). The guide has been updated to reflect 
direction regarding False Positive, Extension, Ongoing Extension, or Exception requests and the need for 
renewals effective July 20, 2023. 
 

   

 

If you need additional information, please work with your assigned CMS Information System Security Officer 

(ISSO): List here, or reach out to the CMS CCSQ ISSO Group via email and/or QualityNet Slack #qnet-security-

community  
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https://qnetconfluence.cms.gov/pages/viewpage.action?pageId=265619328
https://qnetconfluence.cms.gov/display/SEC
mailto:CMS_CCSQ_Security@cms.hhs.gov
https://hcqis.slack.com/archives/C02C9AY3ZQC
https://hcqis.slack.com/archives/C02C9AY3ZQC
https://qualitynet.cms.gov/listserv-signup

