
Release Notes for September 23, 2022 

The following enhancements were completed during this iteration: 

1135: Conditional Blanket Waivers Update  

Affected customers: 1135 Waiver Administrators and 1135 Group Managers 

Starting Friday, September 23, 2022, at 11:30 PM EDT, the following update will be applied that impacts the functionality and 
reporting for 1135 General waivers. 

The ‘Blanket Waiver’ field will be updated on Child Waivers that are identified as Conditional Blanket Waivers for states and 
counties for Waiver Types by Public Health Emergencies (PHEs). 1135 Administrators will have the ability to determine if a 
Conditional Blanket Waiver should be identified as a Blanket Waiver on a case-by-case basis in CCSQ ServiceNow. 

___________________________________________________________ 

The following maintenance tasks were completed during this iteration: 

Workflow Change for Tenable Nessus Requests 
   
Affected customers: HIDS Threat and Vulnerability Management Team 
 
Starting Friday, September 23, 2022, at 8:30 PM EDT, Tenable Nessus requests currently auto-assigned to the HIDS Security 
Engineering team will be changed to auto-assign to the HIDS Vulnerability & Threat Management team.   
_____________________________________________________________ 
San Diego Patch 7 Upgrade 
 
Affected customers: CCSQ ServiceNow Team 

Starting Saturday, September 24, 2022, at 6:45 AM EDT, CCSQ ServiceNow was updated to include the San Diego Patch 7 
Upgrade. As part of the ServiceNow Patching Program, ServiceNow automatically pushes patches to the environments. 

ServiceNow Patches provide enhancements and security patching to the environment and will ensure that the production 
environment has the most current patch level to reduce the risk of potential vulnerabilities. 
 


