
   

 
    

  

    

 

 
 

 
 

Alert May 02, 2024 
  

 
 

 

Planned Activity 
Planned Actions: Reload the CMSNET Cisco ASAv Firewalls to clear up memory utilization.  

Following this reload, a second reload may be needed as identified in the April 25th Cisco Adaptive 
Security Appliance and Firepower Threat Defense Software Persistent Local Code Execution 
Vulnerability Advisory, and if necessary will be scheduled at that time.  
 
Impacted Application Development Organizations (ADOs): QNET QIES, EQRS, iQIES ADOs, or end 
users accessing resources via CMSNET. 
  
Planned Downtime: Thursday, May 2, 2024, 10:15 PM ET  -  Friday, May 3, 2024, 3:00 AM ET 
  
What To Expect: Any service disruption will likely be transparent to the infrastructure, however, possible 
downtime could occur as devices are reloaded. 

   

 
 

  

If you need additional information, contact us: 
  

 

Phone: 1-866-288-8914 
Slack: #help-service-center-sos 

 

 

   

 

 

Email: 
ServiceCenterSOS@cms.hhs.gov 

 

 

To unsubscribe send an email with a subject of "Network” to ServiceCenterSOS@cms.hhs.gov. 
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